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Abstract — This paper discusses a technique for implementtega®ography in a bitmap color image in RGB plasieg LSB
technique. The three planes are used for embedekhgnd also provide additional authenticationrémonstruction.
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1. INTRODUCTION FIG(A)-IMAGE WITHOUT TEXT

In today’s world communication has become an ingourt
aspect in the same way it is also necessary totamaisome
secrecy forthe message to be conveyed. In this pape
Steganography [1] is concentrated to have secrssage from
unauthorized access tha why a method called texture is
been implemented using LSB technique [2]. Basicailyhis
method the image is read whichais RGB image converted to
texture [3] where the pixel values are detected irandom
fashion then the characters are hiddenfidin the last bit in
the form of 3 bits in one plane, 1 bit in otherr@daand 1 more
bit in third plane respectively. To be clearer theel value is
separated into 2 nibbles were first four bits azeduto hold the
character without creating the disturbance inithage [5].

2. PROPOSED WORK

This work involves encryption and decryption of retc
message which is been embedded within an RGB [Bfed
image in which all the three planes are used te Hié text on
the bases of texture in respective planes i.e B,@lanes then
the characters are embedded in any of the trijpeténding

the length of the characters that are stored infitese 2 bit

array in the form of 4 bit then the character iddeain into it
using LSB technique. The character can he hiddem fixel

which can be a part any three planes either R cor B

pattern. Considering a color image [7] for embaddthe
characters within it based on nibble This work el using
LSB technique.

Following are the images i.e FIG (A) which showsage
without text and FIG (B) which shows image with tteot

hidden text under image.

FIG(B)-IMAGE WITH TEXT
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3. ALGORITHM Step 1: Read the color image
1. Encoding Step 2: Create a filtered Image

Step 1: Read color image

. : Step 3: Applying Threshold for the image to get the
Step 2: Read text file binary image. This threshold value carvaried
Step 3: Create a Filtered Image

) . . . Step 4: Extract pixel values of binary image whbee
Step 4: Extract pixel values of binary image pixel is White(1)
where the pixel is white(1)

Step 5: Convert string to array of ASCII values Step 5: Fetch the last 2 bits

Step 6: Store 8 bits in bit array by shifting amdiag Step 6: Fetch the last 1 bit

Step 7: If value exists then Step 7: Fetch the last 1 bit

- . - Step 8: O ixel st ibble dat
Step 8: Put Length indicator in the beginning ep ne pixel sfores one nibble data

Step9: Extract MSB Byte of size Step 9: Getfirst nibble

Stepl0: Right shift 8 times, to get a number Step 10: Get second nibble

Step11: Extract LSB byte of size Stepl11: Shift second nibble by 4 positions

Stepl2:Store 8 bits in bit_array by shifting andiag Step12: Combine the two to get one byte of data

Step13: if value exists Stepl13: Extract length value

Stepl4: Else print the text in file
Stepl4: Repeat two times, as one pixel will conteily

one nibble of character Step 15: Repeat till it reaches length
Step 15: First time,offset=0, take lower nibble Step 16: If all conditions are true, obtain the edded
bit

Step 16: Second time offset=4, take higher nibble
Step 17: Separate image file and text file
Stepl7: Clearing the last 2 bits

Step 18: Clearing the last 1 bit

B
Stepl19: Clearing the last 1 bit G T Texture based data
R embedded
Step 20: Store in first position j/l—,/>
Step 21: Store in second position by shifting omet 3. Figures
Step 22: Display the Image 4. RESULTS

During our implementation phase, we have tested our
algorithm for different sets of images as well @ imessages.

2. Decoding For each and every normal bitmap images the prabose
technique is working fine. Different parameterge &een
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applied to test the quality of the image like M&xquare Error
(MSE),Peak Signal to Noise Ratio (PSNR) and RootMe
Square Error (RMSE) with their results when appliecthe
image. As the length of the text increases theltesd these
parameters also varies. Thus more number of clegacan be
embedded into the image depending upon its size.

IV a. Tabular representation of different paranmeeter
applied to image using LSB

Mean Square Error

No.of Charactel | MSE valut

100 characte 3
200 characters b
300 charactes 8
500 characters 14
800 characte 22
1000 characters 27
No.of Charactel | PSNR valu

100 characters 43.393586V76
200 characte 41.1750992
300 characters 39.13389944
500 characte 36.7035189
800 characters 34.7405725
1000 characte 33.851.616¢
No.of Characters RMSE valué
100 characte 1.73205080
200 characters 2.236067977
300 characte 2.82842712
500 characters 3.741657387
800 characte 4.6904157
1000 characte 5.19615242

IV b. Graphical representation of different paraenet

based on results Using LSB
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5. CONCLUSION

In this paper, the major importance is given ondéerecy as
well as the privacy of information. So, to obtairivacy we

have used the concept of steganography. This #igoris

supposed to be more efficient as here from thetesglimage
it is difficult to guess the actual data that idden behind it.
The triplets play an important role for hiding text in either
of one triplet based on the texture randomly. Té&hnique
LSB is compared with different parameters like MFSNR

and RMSE which gives the analysis of good qualftyntage

that provide a clear idea about the best paraniatehis

technique. Since it is texture based whenever tligra

corruption during transmission even then the datanot be
tracked.
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